Class notes for  Tuesday, June 4, 2002  

Lecture today deals with two issues:    (1) Internet  (2) Course summary: Media reality and you

The Internet

In 1998, John Chambers, then president of Cisco Systems (an Internet networking company) spoke about the Internet revolution: The Internet will change how people live, work, play and learn. The Industrial Revolution brought people together with machines in factories, and the Internet revolution will bring together people with knowledge and information in virtual communities. And it will have every bit as much impact on society as the Industrial Revolution. It will promote globalization at an incredible pace. But instead of happening over 100 years, like the Industrial Revolution, it will happen over 100 years.

 Some characteristics of the Internet:

(1) Immediacy: right now, 24 hours a day (2) Ubiquity: Wherever you are (3) Transparency: everything is available (4) Relevancy: Directly relates to you, not to a mass market.

A. Origins and Early Development.

1. Cold War origins.  Advanced Research Project Agency (ARPA); Create communication. network that could survive nuclear war.; Decentralized, Redundant , Packet switching (packets of digital information in cyber- space

2. ARPANET (1969-70s). ARPA scientists share computer power and ideas; Computers huge; access limited; At this time, computers the size of rooms, so few had access to using them.

3. 1980s: Internet growth.  Rise of PC s ; Rise of E-mail (1989: 159K users; 1993: 2m users; 2000: 33m users); Exponential demand and growth in Internet use.


Media scholar Stanley Baran writes: "In 1957, the Soviet Union launched Sputnik, Earth’s first human-constructed satellite. The once undisputed supremacy of the United States in science and technology had been usurped, and U.S. scientists and military officials were in shock. The Advanced Research Projects Agency (ARPA) was immediately established to sponsor and coordinate sophisticated defense-related research. In 1962, as part of a larger drive to promote the use of computers in national defense, ARPA commissioned Paul Baran of the Rand Corporation to produce a plan that would allow the U.S. military to maintain command over its missiles and planes if a nuclear attack knocked out conventional means of communication. The military thought a decentralized communication network was necessary. In that way, no matter where the bombing occurred, other locations would be available to launch a counterattack.


"Using Honeywell computers at Stanford University, UCLA, the University of Santa Barbara and the University of Utah, the switching network, called ARPAnet, went on-line in 1969 and became fully operation and reliable within one year. Other developments soon followed. In 1972, an engineer named Ray Tomlinson created the first e-mail program. 


Media scholar John Vivian writes: "In 1983, the National Science Foundation, whose mandate is to promote science, took over part of the network to give researchers access to four costly supercomputers at Cornell, Illinois, Pittsburgh and San Diego. The new civilian network was an expensive undertaking, but the ARPAnet infrastructure was already in place. Also, the expense of the new component was far less than installing dozens of additional $10m supercomputers that would have duplicated those at the original four core computer sites.


"This new National Science Foundation network attracted more and more institutional users, many of which had their own internal networks. For example, most universities that joined the NSF network had intracampus computer networks. The NSF network, then, became a connector for thousands of other networks. As a backbone system that interconnects networks, INTERNET was a name that fit.


"The expense of operating the Internet is borne by the institutions and organizations that tie their computers into it. The institutions pay an average of $43K a year to hook in.


Media scholar Baran writes: "A crucial part of the story of the Internet is the development and diffusion of personal computers. IBM was fantastically successful at exciting businesses, schools and universities and other organizations about computers. But IBM’s and other companies’ mainframe and mini-computers employed terminals, and these stations at which users worked were connected to larger, centralized machines. As a result, the Internet at first was the province of the people who worked in those settings.


"When the semiconductor (or integrated circuit, or chip) replaced the vacuum tube as the essential information processor in computers, its tiny size, absence of heat, and low cost made possible the design and production of small, affording personal or micro computers (P Cs). This, of course, opened the Net to anyone, anywhere....  
"The leaders of the personal computer revolution were Bill Gates and the duo of Steve Jobs and Stephen Wozniak.


"The Internet is most appropriately thought of as a ‘network of networks’ that is growing at an incredibly fast rate. These networks consist of LANs (Local Area Networks) connecting two or more computers, usually within the same building or campus, and WANS (Wide Area Networks), connecting several LANS in different locations. When people access the Internet from a computer in a university library, they are most likely on a LAN. But when several universities (or businesses or other organizations) link their computer systems, their users are part of a WAN.


B. Current Uses of Internet

The average user in the US spends 19 hours on-line a month.  44 percent of U.S. homes have Internet access in early 2001 (compared to just 14% in 1996).  Consumer spending on line in 2000 was $36 billion (compared to virtually nothing in 1996; major areas were travel – at $11b, PCs at $7.7b,  clothes at $2.4b, books at $2.2b).   The leading sites, in October, 2000 were:  AOL Network (61.5m visitors), Yahoo! sites (56.5m), Microsoft sites (52.1m), Lycos (31m), Excite Network (30m), Go.network (23m).

1. Electronic Mail. With an Internet email account, users can communicate with anyone else on-line, any place in the world, with no long distance fees. Email can also be used to join mailing lists, bulletin boards, or discussion groups that cover a huge variety of subjects. According to a 1999 study (the 1999 Consumer Technology Survey), email has replaced research as the leading reason given by people in the US for using the Internet. Approximately 48 percent of U.S. consumers said email was the primarily reason to go on-line, followed by research (28 percent).

Note: There are various software packages that track e-mail (New York Times, 11/22/2000); and many companies monitor email.

 2. World Wide Web. The World Wide Web is not a physical place, not a set of files, nor even a network of computers. The heart of the WEB lies in the protocols (common communication rules and languages) that define its use. The WWW uses hypertext transfer protocols (http) to transport files from one place to another.  
What makes the www unique is the striking appearance of the information when it gets to your computer. In addition to text, the web presents color, images, sounds and video. This, combined with its ease of use, makes the web the most popular aspect of the Internet for a large majority of users.  
One 1995 estimate said that there were 27,000 web sites and that the number were doubling daily. This growth rate would be difficult to maintain, but it is true that the web is the single fastest growing neighborhood on the Internet.

Media scholar Richard Campbell writes: "By the early 1990s, the world wide web had become the most frequently visited region of the Internet. Developed in the 1980s by software engineer Tim Berners-Lee, the Web was initially a text-only data-linking system that allowed computer-accessed information to associate with, or link to, other information no matter where it was on the Internet. Known as hypertext, this data-linking feature of the Web was a breakthrough for those attempting to use the Internet. Hypertext is a non-linear way of organizing information, allowing a user to click on a highlighted word, phrase, picture or icon and skip directly to other files related to that subject in other computer systems.


"By using standardized software, today users can navigate through most features of the Internet, including text data such as email, photo-image files, and video and audio clips. HTML (HyperTextMarkup Language), the written code that creates Web pages and links, is a language that all computers can read, so computers with varying operating systems (such as Windows and Macintosh) can communicate easily. JAVA, a HTML compatible language developed by Sun Microsystems in the mid 1990s, is also universally readable by computers and allows small interactive programs to run on Web pages, creating moving graphic elements such as three-dimensional animations and menus....."

Uses of the World Wide Web include: Research, Personal web sites , On line shopping , Shareware

3. Threaded Conference . Systems (USENET) or network news. Users enter messages and within a day or so, the messages are delivered to nearly every other USENET host for everyone to read. (Not synchronous).

4. On-Line Chat Rooms (Synchronous , Conversations/reaction)

5. Multi-User Dummies (M.U.D.s). Text-based VR ; Role playing games ; Same time

6. Streamed Broadcast (receiving, sending audio and video)

7. Internet telephone and video telephone.

 C. Internet Growth

More users; Access easier (many Internet Service Providers). WWW: easy to use; Hardware prices down. Access increases (Computers in schools, libraries). Americans with some Internet access (at work, school or home): 1994: 3.2 m; 1996: 12.2m; 1998: 100m; 2000: 110m 

D. Internet Demographics
1. Changing Demographics.  In 1999, the total US online population was 45 percent female and 55 percent male.  By May 2000, the numbers had changed to 50.4 percent female and 49.6percent male.  Usage by women has grown in all demographic groups and ages. Among 24-34 year olds, baby-related sites are the most popular 9e.g., babygear.com, pampers.com, ibaby.com) and among the 35-44 age group, women visit consumer product sites and health sites.    Among new Net users, 40 per cent say they never attended college; 23 per cent have household incomes under $30k; 80% of all Internet users are under the age of 50.

Subjects?

a. Weather most popular subject sought on Internet. 64% of Internet users say they looked for weather information on-line, up from 47% in 1996. b. Local news. Use of Internet for local news increased to 42 per cent of all users, up from 27 per cent. c. Growth in sports use, too (statistics, updates on scores, etc.). Internet not cutting into traditional sources of information, though. Internet users tend to be more politically active, more conservative, less supportive of Clinton and more likely to distrust government than the population at large.

3. Use by children.   According to a report from the Henry Kaiser Family Foundation, 42 percent of all children use a computer each day.   Percentage of children using computers each day:

	All Children
	42%

	2-7
	26%

	8-18
	51%

	White
	45%

	African American
	39%

	Hispanic
	28%

	Low income
	29%

	Middle income
	49%

	High Income
	56%


4. Interests by age:  80% of users under 50.  Uses: 18-24: Entertainment, socializing. > 50: Financial services, Political discussions

5. Where? Mostly at work. 30% at home

 E. Internet Usage: Cyber Addiction

"Pathological Internet Use." 10% of users who spend 38 hours/average/week.  Attractions: Anonymous; Community; Easy to form relationships; Sense of control; Exciting.  Addiction doesn’t characterize most Internet users -- but recent studies have shown some particular characteristics among people who use the Internet heavily. A political scientist at Stanford University argues that "the more hours people use the Internet, the less time they spend with real human beings." Norman Nie asserts that the Internet is creating a new broad wave of social isolation in the United States. His conclusions are hotly contested, however, and many contend that the issue is not a simple as Nie may be presenting it.


The Stanford study documents the extent to which the Internet is leading to a rapid shift away from the mass media. The study reported that 60 per cent of regular Internet users said they had reduced their TV viewing, and one-third said they spent less time reading newspapers. Regular users, spending at least 5 hours a week on-line, represented about 20 per cent of those surveyed. In all, the study found that 55 percent of those polled had Internet access at home or at work, and that 43 percent of households were on-line. 
The Internet, the study shows, had allowed the workplace to invade the home. A quarter of regular Internet users employed at least part time said the Internet had increased the time they spent working at home, without reducing the time spent a t work. 
The key findings deal with heavier users -- those spending 5 or more hours on-line a week. Of those people (constituting 20 per cent of the survey):

· 13 percent spend less time with family and friends. 

· 8 percent attend fewer social events. 

· 34 percent spend less time reading the newspaper 

· 59 percent spend less time watching television 

· 25 percent spend less time shopping in stores 

· 25 percent are working more tat home (without any decline in work at the office).

 F. Political Information and the Internet

1. Elections 

2000: Four times as many Americans used the Internet to keep up with political news during the 2000 presidential race as did in 1996; almost half of those voters said the information they found online affected their choice of candidates – according to a survey by the Power Research Center for the People and the Press and the Pew Internet and American Life Project. (Wall Street Journal, 12/5/2000).  18% of Americans used the Internet to keep up with the campaign in 2000, compared with just 4% in 1996. Why? Convenience; most go to major news organization sites. Fewer than 10 percent of Internet users focused on specialized political sites or candidate sites.


New York Times (10/19/99): "The modern campaign headquarters is no longer a rented storefront decorate with bumper stickers, bunting and empty soda cans. Increasingly, it has an annex pen any hour of the day or night, at any address starting with www. If in 1996, a candidate could prove hipness simply by posting an electronic version of a campaign brochure on the World Wide Web, White House hopefuls for 2000 are learning to use their Internet sites to raise money and rally troops. The Web page is the new whistle-stop (train), a way for candidates to carry their messages daily to more people than they can reach on the campaign trail. By posting everything from their baby pictures (as George W. Bush has done) to their favorite Bible stories (an offering from Elizabeth Dole), candidates are using the Internet as a fireside chat room, to portray themselves as just plain folks."


John McCain’s press secretary, Hoard Opinsky, refers to the Internet as "the 51st state." "It has no boundaries. The Internet has progressed from being a billboard to a two-way street, and I think it’s probably good in the end for the political process."  
Why? A good way to reach people, especially young voters. For less-established candidates (such as Bill Bradley or John McCain), the Internet provides a chance to compete against an established political machine. And sites are cheap. George W. Bush spent just $57K on his site during the fist 8 months of 1999. In the world of multimillion dollar campaigns, Internet sites are a real bargain.

Why the popularity for voters?   1. Growing Internet population.   2. Increasing quality and quantity of campaign information available on-line.   

Many campaigns and independent Wet sites are moving beyond words and posting video clips. Non profit sites have collected candidate position statements in more races than ever -- including less publicized races on the ballot; more organizations are providing searchable databases of campaign contributions on-line.

Some people distrust traditional media. Think web is much more trustworthy.  Studies have shown that campaigns can usually get 45 seconds of a voter’s attention by phone or 30 seconds in a TV ad, compared with 8 minutes through a web site (says Emilienne Ireland, president of Campaign Advantage, an Internet campaign services company in Bethesda Md).

Type of Information. Preliminary research on traffic patterns showed that hard information -- such as issue statements -- and comparison charts -- got the most traffic and the most time.

Politicians’ web sites.

· In 1998, Jeb Bush, who won in Florida, attracted more than 1K volunteers through his site. 

· In 1998, Barbara Boxer, successful candidate for re-election to US Senate in California and Sen. Russ Feingold in Wisconsin (also successful) made great use of detailed, comprehensive Web sites, pioneered political banner advertising on other sites. Feingold’s site was praised for its depth and frequent updates. 

· George Pataki, governor of NY. Successfully re-elected in 1998. Spent about $55k on website. Visited by about 12k individuals between August and early Nov. 1998. Each visitor spent an average of 10 minutes on the site. One of the site’s strongest features is the CAMPAIGN INTERACTIVE section. Users take a quiz on the Governor (how many kids does he have? how many times has he cut taxes?). The site also has biographical information on the governor, including several childhood photographs. 

· Fund raising in general. The Internet in the 2000 campaign was a good way to raise money for candidates. In 2000: Sen. John McCain raised more than $6m via the Internet, recruited more than 100K volunteers nationwide in mounting his insurgent challenge to Tex. Gov. George W. Bush. McCain relied heavily on the Internet in part because he simply couldn’t afford an expensive "ground" campaign of advertising (print, flyers, television, radio) and he didn’t have an infrastructure of party supporters to go door to door for him (particularly given Gov. Bush’s support from the party hierarchy).

Politics and E-mail.

Web site not enough. Email very important because it lets candidates reach out to supporters and mobilize volunteers. In 1998, Jesse Ventura’s campaign in Minnesota made extensive use of Email -- a 3K member email list. Ventura’s campaign says that email won the campaign for him. Makes it much easier to pull in volunteers. 
In 2000, Steve Forbes used the Internet a lot during his effort to win the GOP presidential nomination (Wall Street Journal, 1/26/00). College students who were Forbes supporters -- at schools in New York or New Hampshire -- were actively engaged in Forbes’ campaign in Iowa -- through the Internet, sending emails and attempting to organize the campaign. Forbes volunteers would start contacting people by email. "E precinct" volunteers (about 84K across the US) would contact Iowa email addresses (compiled by a marketing firm) -- trying to mobilize people who might be likely to support Forbes. 
Some threat of overkill; some Forbes supporters say they had been inundated with emails and just wanted to be left alone.


When a few thousand constituents of U.S. Rep. Bob Riley checked their email just before Christmas 1999, they got a little surprise. Upon clicking an icon in the message, up popped the Congressman himself. "Hi. I’m Congressman Bob Riley. For my family, this is a special time of year when we reflect on the Lord’s many blessings. So I’d like to use this unique opportunity to wish you and your family all the best in the coming year." The video message is Congress’s high technology update to the hallowed perquisite of free mail, a privilege known as franking that began in the first Continental Congress. Instead of bombarding their constituents with letters detailing their diligent labors for the public, a few lawmakers are test driving video e-mail. The messages feature a 30-second to 40-second video next to a list of options that constituents can click, sending them to a lawmaker’s web site or allowing them to send a reply. One of Rep. Riley’s aides says that there is a 20% response rate (which is quite good). A 5% response rate from regular mail is considered good. Downsides? Taxpayers are paying for this, and there could be concerns over privacy (how did that congressman get my email address, anyway?).

 2000 candidates’ sites (now inactive):  1.  Bill Bradley (www.billbradley.com). The site posted pictures campaign workers who had completed 3 or 15 possible campaign tasks. Also available was a Dinner Party Kit, for holding a party to introduce friends to the Bradley candidacy. The site also included recipes.   2. Al Gore (www.algore2000.com). The home-page picture changed every time a user logs in.  3. George W. Bush (www.georgewbush.com). His site was also available in Spanish (as was Gore’s). The site also included family photos and baby pictures of the candidate, plus family pets (a dog and three cats). 4. John McCain (www.mccain2000.com). The Cain campaign also maintained other sites (itsyourcountry.com, focusing on campaign reform; www.mccainpatriots.com - focusing on veterans -- and www.mccaininteractive.com -- designed to deploy volunteers).

 G. News and the Web

1. Starr Report: transforming the web as a source of political information.

445 page report. Within minutes of its posting, traffic on the Net reportedly jumped 75% from normal levels. Dozens of sites reproduced the document in full, so as not to freeze up one or two sites. Chat groups dedicated to the report’s contents sprang up to supplement whatever impressions people might glean from mainstream news sources about what everyone else was thinking. Computer users has access almost immediately to text and video over their own PCs. America Online said its users downloads about 800K complete copies. Millions more viewed portions. It was released on a Friday. Traffic on Friday and Saturday: CNN Interactive: 1.7m; AOL.com: 1.2 m; MSNBC: 1.0m One person: defining moment for politics and Internet. The way that JFK-Nixon debates defined TV and politics.

2. Quality of News? Gatekeepers? Internet and "news" and rumors.

(A) Internet story that James Carville beat his wife. Bounced around the Internet. False story. But strikingly specifics. Said Clinton’s pal had fired a semi automatic pistol, wielded an oversize hunting knife and spent a night in a Montgomery County, Md., jail. Phony report aired by American Family Radio, a conservative network run by a Christian activist that reaches 25 stets. The network says it got the news from a publication called the Montgomery County Ledger -- which does not appear to exist -- that was posted on an anti Clinton site on the Internet. Gaping holes in the story.

(B) Drudge report on second intern, on Blumenthal wife-beating episode. Both false.

 H. Decency and the Internet About 3% of all porn sites contain pornography -- but this means, given the rapid expansion of the Internet, that there are more than 10K such sites. They are usually easy to get to. Efforts to restrict the Internet run into the First Amendment’s guarantee of free speech and press. 
The feeling is that the number of porn sites will grow, especially as efforts to control the Internet have been struck down by the U.S. Supreme Court.

1. Communications Decency Act

Passed by Congress in 1996. Made it a crime punishable by up to 2 years in prison and $250K in fines to publish indecent material on the Internet in a manner available to those under 18 years of age. 

Proponents: (a) Law needed to prevent children from having access to pornography on the world wide web and other parts of the Internet. (b) Protection of children a basic function of government (c)Law needed to shield young people from proliferation of smut on the Internet -- everything from erotic depictions of cartoon characters to graphic scenes of bestiality.

Opponents said the law was so vaguely and broadly written that it would censor legitimate expression as well, everything from depictions of museum nudes to AIDS prevention information. Opponents included: ACLU (http://www.aclu.org) , Am. Library Association (http://www.ala.org), Microsoft, Operator of an AIDS prevention sites,about 40 free speech groups, Internet related companies and some individual. (http://www.aclu.org


In the case, Reno v. ACLU, the Supreme Court struck down key provisions of the Communications Decency Act. 7-2. 1997. Justice John Paul Stevens: Internet not like traditional communications media, but rather is a unique home of vast democratic fora that are open to all comers. 
One forum of the Internet, he said, consists of thousands of newsgroups, "each serving to foster an exchange of information or opinion on a particular topic running the gamut from, say, the music of Wagner to Balkan politics to AIDS prevention to the Chicago Bulls." 
In another part of the net, chat rooms "any person with a phone line can become a town crier." And yet other parts of the Net that feature Web pages and automated emailers, a person can become a "pamphleteer." Not like TV: No scarcity. And indecent messages do not invade your home by accident. Have to seek them out. This was particularly important because government can regulate indecency over TV and radio -- but not in print. For more information on Reno v. ACLU, see http://www.aclu.org/issues/cyber/trial/appeal.html
 State efforts to regulate also have problems.

New York State in 1997. Law that criminalized on line dissemination to those under 17 years of age of indecent sexual material that is harmful to minors. Courts have said: only Congress has the power to regulate interstate commerce.


46 state legislatures are considering some sort of Internet regulation this year. There are about 1200 to 1550 proposals dealing with the Internet. Paul Rusinoff, state policy counsel for Internet Alliance, largest high tech and Internet trade assn. in the country, says: 1995: 3 bills dealing with Internet. Last year: 700. "There’s no question that this is a very hot topic." Types of bills: Protect children from adult material; Protect kids from online predators; Measures to outlaw to try to regulate unsolicited commercial email (spam). 

Difficulty: the Internet is not a state based medium. It is international. Even well intentioned attempts to protect kids from indecent materials and online predators, even those involving junk e-mail, often raise Constitutional questions regarding free speech and censorship. Civil libertarians have, so far, won every major court challenge of attempts to limit minors’ access to the dark side of the Internet, including the CDA (1996) and state laws in New Mexico and NY.

What can happen at the state level? One expert: Not much content control legislation. Rather: bills to empower parents to more intelligently supervise their children’s online time with filter and other new technology.  While some argue that it seems futile for a state to try to regulate email on a global network, proponents say such laws can help slow the barrage of unsolicited messages that often tout get rich quick schemes and adult oriented products.

· Washington law prohibits companies from sending email with a misleading subject line or false return address to Internet users in the state. 

· California’s law requires that all span sent to residents of the state contain the word "advertisement" in the subject line. 

· California. enacted a 2nd law that allows owners of computer systems in California. to sue spammers that trespass on their computer systems and to recover losses caused by network clogs or crashes.

Other proposals at the state level: outlawing online gambling; methods of establishing online identities on Internet so that more private and government business can be conducted online.

2. Child Online Protection Act (CDA II)

A second federal law, Child Online Protection Act --nicknamed CDA II -- being challenged in federal court in Philadelphia. It requires commercial Web sites containing sexually explicit material deemed harmful to minors to cordon off the content or face criminal penalties of up to six months in jail and fines of $50K per violation. 17 groups and businesses are fighting it. They say: the Child Online Protection Act is too expensive for many commercial Web sites to comply with the law. Government lawyers contend that operators of Web sites that contain material deemed inappropriate for kids have a reasonable way to keep minors out: Internet adult verification services. Some of these are not expensive.


Adult verification systems work as a virtual bouncer. An individual must present some form of id verifying that he or she is an adult, such as a credit card, before receiving a number. The PIN then grants access to the adult site, as well as about 46K others affiliated with adult verification. Plaintiffs range from online bookstores to online news organizations, an Internet art gallery. All argue that they host sexually explicit material that would put them at risk under the law. The Act’s supporters say that the law is clearly aimed at commercial Web pornography and note that sites, among other things, must lack scientific, literary, artistic or political merit for kids under 17 in order to be defined as harmful to kid


February 1999. Federal judge blocked its implementation. Child Online Protection Act. Federal judge says major Constitutional issues involved.  Feeral Appellate courts agreed. Not implemented.

3. Filters

Cyber Patrol, Cyber sitter, Surf Watch Value: Some filtering; Problems: inaccurate

1. Popular. Allow parents and others to control content.  2. Problems. 
A skilled and determined teen age programmer can generally find his or her way to any filtered site.   3. Non-offending sites [e.g., a filter designed to block sex-related sites can block out any site with the word “breast” and thus block a breast-cancer site]  often filtered, too. Defense of filters, even if inaccurate: One expert says, "People market these products as if they protect a child 100%. What if it protects a child 40%?"

Cyber Patrol. "Cyber Patrol provides parents, teachers, day care professionals -- anyone who is responsible for children’s access to the Internet -- with the tools they will need to get a handle on an area which can be very dangerous for kids. (http://www.cyberpatrol.com)

Censorware.Org. (www.censorware.org). Censorware.org is the home of Censorware Project, a group dedicated to exposing and fighting censorware (software that is designed to prevent ANOTHER PERSON from sending or receiving information, usually on the web). C.org says: "A gag or blindfold is the physical equivalent of what such software does. The best known examples are Cybersitter, Cyber Patrol, Surf Watch (http://www.surfwatch.com) and others." Censorware in general got a big boost from Congressional attempts to censor Internet (e.g., the 1997 CDA). 
This group warns that filters are just very dangerous: "Blacklists are secret. Anyone or anything can be banned, without public notice, without any notice at all. Nike shoes, biochemistry, a dog walking service, the Quakers -- all can (and have) been banned as if their websites contained full frontal nudity and graphic sexual test.


Censorware.Org: "Surfing the net is safer than crossing the street, going to school, or riding in a car to the supermarket. No one has ever been killed by reading something or seeing a picture. But this isn’t the impression you’ll get from reading newspaper stories or listening to your 5 o’clock news. They won’t tell you about the millions of people who go on line every day and suffer no ill effects. They won’t tell you about the kids who get homework help from university websites or who discover a love of reading from sties made by others their own age."


One writer: "When I was growing up, my parents purchased a set of World Book encyclopedias. This set of 20 or so thick volumes took up an entire bookcase shelf, and included a yearly update volume. It costs hundreds of dollars, and I was the only one who ever read anything form it. It served as a base for several grade school papers, and as a reference for some in high school as well. For a far lower price, assuming you already have the computer, parents today can provide Internet access which has thousands of times the information crammed in to the World Books. Libraries can provide a universe of knowledge in a few cubic feet of space. Schools can provide a better textbook than anything ever written. The utility of the Internet is beyond doubt."


"Censorware chips that away. One site, ten sites, a hundred thousand sites at a time, gags are wrapped around out mouths....

4. Loudoun county, Va. Loudoun Public Library used computer filters to prevent kids from viewing sexually explicit material on the Internet. October 20, 1997, the Loudoun County Library Board of Trustees voted 5-4 to require the county’s libraries to install a censorware product on any terminal with Internet access. The censorware would be installed even on terminals used only by adults and would not be turned off at anyone’s request. Policy intent: to protect library users and employees against unwelcome sexual material. 
Policy: "Pornographic Internet displays may intimidate patrons or staff, denying them equal access to public facilities. Such displays would transform the library environment from one of reading and scholarship to one which invites unwelcome sexual advances and sexual harassment." Therefore, site block software would be installed on all computers. They library system installed a product called X-Stop, from Log On Data. LOD claimed that the filter blocked only legally obscene material. In reality, it had blocked American Assn. of University Women, Aids Quilt Site and a Quaker home page. 
December 22, 1997. a non profit organization, Mainstream Loudoun, filed a lawsuit against the Board’s policy. They contended the filters were a violation of First Amendment rights. -- because it blocked material that was not obscene or lacking in constitutional protection. Noted that this filtering was applied to adults, too, thus reducing adults to level of kids.

Library response:

· Libraries have no responsibility to make any particular information available to patrons. 

· Not obligated to give patrons any access to the Internet at all, so selective access OK. 

· Library says that none of the plaintiffs had really been hurt at all.

Federal courts ruled against the library’s request for dismissal of the lawsuit.

"By purchasing Internet access, each Loudoun library has made all Internet publications instantly accessible to its patrons. Unlike an Interlibrary loan or outright book purchase, no appreciable expenditure of library time or resources is requires to make a particular Internet publication available to a library patron. In contrast, a library must actually expend resources to restrict Internet access to a publication that is otherwise immediately available."

Judge Leonie Brinkema. Agreed with Mainstream Loudoun that the Internet is akin to a set of encyclopedias from which the board laboriously cut out sections deemed unfit for its patrons. Xstop’s blocking of webs sites therefore constituted a removal of a resource from the library rather than a failure to acquire it. November 24, 1998. Judge Brinkema ruled against the library, saying it had violated First Amendment rights of free speech; ;failed to serve a compelling government interest. Judge noted that the library’s policies put a high premium on "offering the widest possible diversity of views and expressions." For more on the case, see http://eff.org/pub/Legal/Cases/Loudoun_library/
Other library methods.

1. Library requires Internet users to sign a form that says, in essence, that they won’t look at cyber porn. That has led to another lawsuit. 11 adult residents of Ventura County, California, and the local branch of the Libertarian Party, filed a complaint in federal court in LA in April 1998. Challenged their library system’s requirement that patrons who wish to use library computers must sign a form agreeing to refrain from "displaying sexually explicit" material online.

2. A group of 23 Yakima County politicians has threatened to take steps against the local library system unless it changes its policy of granting library users unfiltered Internet access. The group, which includes a Yakima county commissioner and majors and city council members from 10 cities, urged the 19-branch Yakima Valley Regional Library system to install software on library computers that can prevent users from accessing porn and other objectionable material. The Library’s current policy lets users access the Internet at their own discretion. The Library is exploring options: (a) filtering ALL access (b) filtering only objectionable sites (c) ending all Internet access or (d) keeping the current policy.

Other library-related developments.  In early 2000, the town of Holland, Michigan, faced the nation’s first ballot measures designed to control library computers. The proposal (in February 2000) would have cut off municipal financing for the city library unless it blocked access from its computers to sites containing “obscene, sexually explicit or other materials harmful to minors.”  Supporters of the measure outspent its opponents by 14 to 1, but free speech advocates still triumphed – getting 55 percent of the vote.  So the measure was defeated.  Some of the concerns in Holland:  Filtering software often blocks access even to educational sites.  Students who do not have home computers could suffer academically. Proponents of the measure argued that children were at danger of finding pornography sites on the web  (although computers in the library’s children’s area are not connected to the web at all.  Only computers in the adult section of the library are connected, and all can be monitored while in use).

I. Dissent and the Internet

Hard to regulate.  Very difficult to block information. Many new users/sites daily. It is hard to censor the Internet. Around the world, governments, schools, special interest groups, families and governments are trying to find acceptable ways of tapping into the riches of the internet without hitting problems. With its ability to carry all kinds of information across borders and oceans in a flash, the Internet has evolved faster than the lies and technical infrastructures of the nations it touches. Internet experts say: no way to effectively block information. Brian Ek, one industry expert: First, no matter what technologies we come up with, somewhere, somehow, someone is going to figure out a way to circumvent them. That’s the nature of programming. Second, there is an ocean of Web pages and news groups already out there, and being able to rate them all, with several hundred new ones coming on line every day, is an impossibility.


Biggest obstacle to control: the design of the Internet itself. It was created during the cold war to allow uninterrupted routing of data traffic even in the event of a nuclear war. Millions of host computers today. It is as easy to retrieve data files from halfway around the world as it is to get a file from the computer on the next desk -- and the data path may snake through dozens of cities and countries along the way. 
Trying to keep certain kinds of information from entering a jurisdiction is as difficult as keeping certain kinds of molecules from entering a country’s air space, or certain kinds of fish from swimming in its waters.

China. China has tried hard to control the Internet.  It has created an office to regulate news on the Internet and to help state media spice up Web sites so that they can better compete (Wall  Street Journal, 4/24/00).  The Internet Information Management Bureau aims to stop the “infiltration of harmful information on the Internet.”  Operators of Chinese web portals are concerned that they  now face even more regulation. In early 2000, the government barred portals from disseminating foreign news on their sites.

Despite these efforts, the Internet is eroding China’s strong control over national media. The Internet is a truly international medium; hard to control. Access can be very easy.

China: Murder of Wang Han. 23 year old was strangled and stabbed in a Shanghai hotel room in August 1998. Her parents were devastated -- not only because they lost a daughter but because the hotel also rebuffed their appeals to check on her around the time of the murder. China’s state-run media gave the story little coverage. So, frustrated and angry, the family turned to its local Internet provider to get its story out. WEB PAGES about her death, shoddy security at the hotel and insensitivity to the victim’s family after the crime. Within a few weeks, her murder was the talk of China’s cyberspace community, now about 2m strong and growing about 40% a year. Back to Ms.Wang. Family suing the hotel. Family says that a hotel security videotape shows an agitated man stalking Ms.Wang and then leaving the premises wearing her white Italian overcoat and carrying her shopping bag. Ms.Wang’s body wasn’t discovered until 17 hours later. At least a half dozen Chinese Internet sites picked up the original web story. A few newspapers covered it too. None were approached by government in this.

Eroding Control. 
China generally ensures that its newspapers, magazines, radio and TV adhere to the upbeat, narrowly circumscribed script of the Communist party. A few editors push the limits with investigative articles or minor corruption-busting broadcasts, but that is relatively rare.

Dissident journals now are widely distributed over the Internet. On the day that veteran dissident Wei Jing Sheng was released from prison and sent to the US in 1998, political tracts trumpeting the event popped up in e mailboxes all over the country. Making the rounds more recently were copies of the International Covenant on Civil and Political rights that China recently signed, together with a report on the arrest of democracy activists.


China has been cracking down some. December 1998: Shanghai prosecutors charged a local Internet entrepreneur, Lin Hai, with conspiring to bring down the government. His crime: swapping 30K e-mail addressees with a Chinese-dissident magazine based in the US. His wife says: he did not care about the politics; only wanted to expand his business by doubling the mailing list. The case has chilled China’s growing electronic commerce, which depends on email lists as its primary marketing tool. While China blocks some WWW news sites that originate overseas, many others remain open. For more on this general issue, see the Electronic Frontier Foundation's site (http://www.eff.org). For more on the Lin Hai case, see http://www.eff.org/udhr/lin_hai_release.html)


Dissident journal: CHINESE VIP REFERENCE, based in US. Claims 250K Chinese receive its electronic publication. The journal plays a cat and mouse game with government censors, sending its email s from a different address almost daily. "We are destined to destroy the Chinese system of censorship over the Internet," says the journal’s New York based editor, Richard Long.

Korea. New York Times. "Internet Recharges Reformers in Korea." (2/29/2000). Koreans who were in the streets, protesting, in the 1980s, today are relying increasingly on the Internet as a means of getting their message to the public. The result has been a snowballing of reform in the country (aided, too, by the current President, Kim Dae Jung). "In a country where political demonstrations remain tightly restricted, the new groups have invented what they call Internet rallies, for recruiting members, exchanging opinions, organizing letter-writing, debating and publishing policies." "Simply put, our goal is political reform," said Jang Won, 44, a professor of environmental studies, whose group is a major player in the civic coalition. "We want to drive out corrupt politicians. We want to force the parties to adopt transparent processes for selecting candidates, and we want to break the pattern of politics run by charismatic leaders who play on regional differences." Normally cautious traditional media (such as newspapers and TV) have rushed to try to match the civic groups’ information, or at least report it, so as not to appear irrelevant.

Saudi Arabia.  Note the RAMS reading “Saudi Arabia losing battle to control access to cyberspace.”   What are the methods that Saudi  Arabia has used to try to control cyberspace?   What have other countries in that region of the world done?

 J.  Hate and the Internet

According to the Simon Wiesenthal Center, the Internet in late 2000 harbored  more than 2,000 groups promoting anti-Semitism or white supremacy, at least twice as  many as the group found in spring 1999. To stem the proliferation of these sites, organizations dedicated to eradicating such hatred have started to exert pressure on online services and shopping sites that deliver, however inadvertently, bigoted and racist views to a worldwide audience.

Auction sites such as eBay, as well as those run by Yahoo!,have been the subjects of protests for allowing the sale of items such as Nazi flags and Ku Klux Klan hoods.  Amazon.com and Barnesandnoble.com have come under fire for selling Hitler’s autobiography, Mein Kampf.  The New York Times (11/30/2000) noted that online services have faced the wrath of organizations and governments outside the United States. While the First Amendment allows Americans and American companies to distribute even the most venomous speech, countries such as Germany, Austria, France and Canada prohibit the sale or promotion of hate-related material.  In November, for instance, a judge in France ruled that Yahoo was violating French law by delivering Nazi material to people in France via the company’s online auctions, even though the service is based in the U.S. The company was ordered to use filtering technology to block hate-promoting material from appearing on computers in France or face fines of about $13,000 a day.  Yahoo complied.

K.  Community and the Internet


For those who do not see themselves much in the traditional media, Internet can provide a gateway to a wider community. Derrick Brown, a grad student at Georgia Institute of Technology in Atlanta: visited various African American sites for years. "Basically, they present a perspective and news you are not going to see every week" at other sites. But hard to keep up with all of this. So he started UNIVERSAL BLACK PAGES, a directory to keep abreast of African American sites. The directory initially listed 800 sites; now includes thousands. Huge range of things from Black Scuba Divers, to Young Black Entrepreneurs, on line edition of Ebony, Essence and Black Enterprise, Urban Sports Network, Black Golfers. --- Minority Golf Assn of America. The result: Universal Black pages: 
http://www.ubp.com. Other sources include Ebony magazine: 
http://www.ebonymag. com, Essence: 
http://www.essence.com, Black Enterprise: http://www.blackenterprise.com, Urban Sports Network: 
http://urbansportsnetwork.com
Other web communities include Hispanic sites (such as http://www.hispanic.com) and Asian American sites (such as http://amagazine.com and http://www.a-space.com).

K. Commerce and the Internet


The growing number of users and their apparent willingness to go online to find commercial and to buy products have been at the heart of the debate over the future of the Internet. The Internet was developed, nurtured and popularized by hackers -- people interested in technology, information and communication through computers. The ideal of many of these hackers was an egalitarian, decentralized, experimental, anarchic and non commercial medium. Business is very different in its perspective of all this: it tends to be hierarchical, centralized, systematized, organized and for profit.


The traditionalists (hackers) argue commercialization will turn the Internet into just another one of the type of media we have today -- run not for the interests of the public at large but for the commercial interests of advertisers. They point particularly to television as a medium that has been shaped almost entirely by commercial interests -- where non-advertising content is influenced by commercial concerns.


Defenders of online commerce argue, however, that the Internet will always be accessible and open. There is no spectrum scarcity to limit access, as there is in broadcasting, so any analogy to TV is inappropriate.

Advertising on the Internet -- it is growing.  (Wall Street Journal. Nov. 30, 1998). Before 1998, few companies outside of the technology field wanted to advertise on the Internet, and those that tried were hardly dazzled by the results. By some estimates, more than 80% of the Internet’s available ad slots in 1997 went unsold. 1999. Online advertising is booming. First half of 1998: spending totally $774 million, double the pace a year before. Full year 1998 outlays are expected to reach $2b.

Surge: because advertisers see new ways cyberspace can fit their strategies.

· Some global marketers, such as GM, are spending more online as they hunt for alternatives to TV. 

· Dozens of start ups want to make a splash in online commerce; their business plans practically force them to buy Internet ads. 

· Online world is accommodating advertisers in ways that print and broadcast media would find impossible. Some: technological, (e.g., exceptional ability to target specific customers). Others involved willingness to blur the division between content and advertising, which traditional media regard as almost sacred. If the money is right, many online publishers are willing to strike whatever sort of partnerships an advertiser might want.

Other aspects in the rise of Internet advertising:

· More users. (More people online) 

· WWW popularity (graphics, sound, motion). Exciting graphics, sound and even motion can promote and display products, representing a huge advance over the useful but static information available for early email commerce. The Web’s ease of use and instant links to related products and ordering instructions has allowed consumers to respond immediately to online advertising. 

· Encryption (security for credit and bank card). By the mid 1990s, trustworthy encryption (coding and decoding) technologies made the online use of credit and bank card numbers, addresses, social security numbers and other sensitive information safer for both seller and buyer. (note: safer, not necessarily completely safe). 

· Global marketers seek an alternative to television.

Problems with Internet ads.

· Costs. Most Internet advertisers pay at least as much to reach an Internet audience -- typically $10 to $40 per 1K viewers -- as they would for TV or magazine ads. 

· Boring! Many online audiences often greet ads with a yawn, as measured by click through rates of sometimes 1% or less. (The rates show how often computer users point their mouse at an ad and ask for more information. "A lot off Internet banner ads are like billboards on the side of the highway," says one Charles Schwab exec. "People drive right past them and don’t bother to look." 

· Computers periodically crash or freeze up in the midst of demonstrations. 

· Online customers are mostly male and highly educated. These people tend not to be shoppers (either on line or otherwise). 

· Concerns about security. 

· Some buyers want to see, feel and even smell many of the products they buy. Music, software, books and airline tickets pose little problem for online buyers. But other products, such as clothes and cars, may require a real (rather than virtual) world test. Online sellers believe that many price-sensitive shoppers will accept this disadvantage as the cost benefits of electronic shopping become better known.

L.  The future and the Internet

Will the Internet make other forms of media obsolete? Some would argue that it will; others the contrary. Look at the RAMS selection “Reading the News in the Inkless World of Cyberspace” to get one particular perspective on this.  Specifically note what the author says he could NOT get online.

(a) Further expansion -- as more people go on line and as one line service becomes (b) increasingly sophisticated. (c) and easier to use. (d) Convergence

This will be highlighted particularly through media convergence. Media convergence: the converging of what have been different forms. Newspapers go on line and text appears on screens; Televisions become interactive (in the way a PC is), music is not just from a CD player or from radio, but also from a PC. Books appear both in traditional formats and in electronic form. Within 10 years or so, you will be able to have a very nice multimedia tool that will be a blend of a CD player, TV, phone, newspaper, magazine and your PC. All into one small hand held, portable appliance. About the size of a small paperback book. Media products will reach you via satellite.


Nothing impossible at all about this. Already well on our way, with Internet and TV merging (High Definition Digital TV is essentially TV on a PC); we already have the ability to have electronic books; we can bring music into the PC and have movies available on the PC. And many of us use email more than we use the phone. New generation of satellites coming that will provide Internet access.

Further issues: 

· 23% of American households had a TV and personal computer in the same room, according to one survey. 

· MTV has a music trivia game show (Web Riot) in which viewers can play along by logging on MTV’s Web site. (During the half hour program, up to 25K viewers watch both their TV and PC screens -- and play along with four on-air contestants. 

· Time-Warner-AOL merger signals the growing convergence of traditional and new media. Other traditional media companies (such as Murdoch’s News Corporation, are concerned). The general message of the TimeWarner AOL merger is this: no company can live by content alone. More sophisticated delivery systems needed. All of the major (Hollywood based) entertainment companies are enticed by the quicker introductions of broadband, or high speed, services that the AOL-Time Warner deal seems to promise -- and virtually all have some sort of Internet presence. Disney, for example, sees broadband as a powerful distribution channel not just for its library of movie classics, but also for the video clips Disney envisions as the future content of its ESPN.com and ABCNEWS.com Web sites. 

· AOL plans for interactive TV. This service will allow consumers to show on their TVs, pay games, order movies and even interact with their favorite shows. A viewer watching Time Warner’s CNNfn financial news channel may be able to execute a stock trade when a company is mentioned on the air. Viewers of ER, meanwhile, may be able to chat with friends during the program, or read a synopsis of the last show in text form on their TV screen. 

· Downloadable music. Major record labels are investing heavily in developing downloadable music. Most people now listen to downloaded music on PCs, but digital music is also played on portable MP3 players and is expected to spread to cell phones and car radios. The major record companies are investing heavily; they failed to get involved with MTV and don’t want to make a mistake like that again. The fact that they are investing heavily in this means that it is more likely to become commercially viable.

Positive aspects of New Media, Internet, Convergence

(a) more choices about media products.

News and Information. News and information organizations are bringing their wares to the diminutive screens of portable electronic devices.  According to the New York Times, there is widespread consensus that consumers will develop a taste for getting up-to-the-minute data on traffic, movies and sports and even news while they are on the go. (New York Times, 4/10/200). Some of the portable screens are so small they can only accommodate 30 words at a time, but others can handle 150 words or so. In the US,  analysts say that hand-held ‘personal companions’ (such as the Palm Pilot, which has 68 percent of the worldwide market) have become the early favorite among wireless news delivery devices.  In Europe and Japan, users prefer cell phones.  Consumer adoption in the US has been slow so far to slow-loading services such as sports scores and stock quotes on tiny cell-phone screens, but expect this format/market to grow.

TV.   1970: on TV, there were only 3 choices. 2010: there will be 1000 channels or more (Number will be held down not by delivery capability, but by content production ability). Vast proliferation of topics. There will dozens of ESPN style networks, dozens of movie networks.

TV is merging with the Internet.   The MTV show “Direct Effect” is an example of this phenomenon.  It’s a  live, hour long hip-hop music show. Viewers not only watch it but also help direct it through computers wired to MTV.com.  They can help select – interacting in real time – what music videos will be featured on the show.  The New York Times (9/28/2000) notes:  Once logged on to MTV.com, viewers can follow a link to “Direct Effect”, where they will find three thumbnail pictures and descriptions of the artists and videos. To vote for the next video, viewers click once on a spot under the description of the video. The vote is sent to the network’s control room in New York, where it is rapidly tabulated with others. A running tally of the vote is posted on the live television screen almost up to the last minute before the next video is shown.

Movies. These will not be dependent upon major distributors - -- of whom there are about 6. Many more independent films, small budget films, more films designed for smaller audience segments. There will still be the Armageddon and Independence Day films, but there were be a huge growth of movies such as Blair Witch, American Beauty, and other movies that aren’t particularly aimed for huge blockbuster appeal.

Books.  How much influence will electronic books have on the traditional book market?  It’s not clear right now.  Many think that electronic books will soon sweep the market; retailers (such as University Book Store) are unclear as to how all of this will develop.  Note the selection (“With Plot Still Sketchy, Characters Vie for Roles”) in the RAMS readings.  What are the key points in that article?    Note that readership remains elusive.

The recent Stephen King experiment demonstrates some of the problems with E-books.  In mid 2000, King released the first installment of a novel via the web.  Titled “The Plant,” the novel tells the story of a predatory vine that terrorizes a small paperback book house.   The plan was that King would release the book in monthly increments, charging roughly $1 per installment on an  honor system.   About 120,000 copies were downloaded during the first week the book was available; that shrunk to 40,000 within a few months. Most people weren’t paying the fee, either.  In the November download, with 40,000 patrons, only 46% were paid downloads. King had said he would continue the installments as long as 75% were paying.  So the project was suspended. Why didn’t it work?  It’s not clear. Some contend that the real problem was the fact that most people would want to read a King novel ALL AT ONCE – given the gripping nature of much of his writing.  Others noted that readers had to remember to come back every month to get the next installment (New York Times, November 29, 2000).
Music. You can download music from wherever you want. Not just local broadcasters/radio stations, but you can find music that interests you. (Recapture it too, cutting your own CDs).

The New York Times (6/29/00) noted that programs such as Napster and Gnutella allow people to swap music files, making it easy to link one computer directly  to another for the purpose of transferring files anonymously.  In the case of Gnutella and similar services (such as Freenet, CuteMX, Jungle-Monkey and Hotline),  central computers are bypassed altogether. That has shaken the Web (and the recording industry).

Napster acknowledges that many of its 21m users are sharing copyrighted music, mainly digital MP3 music files that have been copied from commercial audio CDs. The program can be sued in a completely legal fashion by people trading uncopyrighted music files. The tool itself is not intrinsically illegal (that is, it does not necessarily violate copyright law).  But the music industry fears Napster, worrying that when CD-quality songs are free for the taking over the Internet, people will be less willing to pay $15 or more for a CD in a store.  So the Recording Industry Association of America and major record companies sued Napster, seeking to shut it down.

Peter Lewis writes (New York Times, 6/29/00): “Napster makes it easy for people to violate copyright laws. Most of the traffic is in mushc that one would otherwise have to buy in the stores. It works like this:  You download the Napster client program to your Windows computer from Napster’s website. Once the software is installed, and after you promise not to violate any copyright laws, you register a screen name and designate which files on your computer you want to share with others.  Typically these are your MP3 files. You are not required to share your files, but Napster is based on community sharing, and most people give as well as take. Clicking on the Napster icon connects you to one of Napster’s server computers.  The servers do not store anyfiles. They merely act as matchmakers. Type in a search query for ‘Elvis’ and in seconds you see a list of the first 100 Elvis Presley tunes being offered by all currently connected Napster users….Transferring a file from someone else’s computer is as simple as clicking on a bar that says ‘Get Selected Songs.” At that point, Napster enables a seamless Internet connection between your computer and the one containing the file you want. Seconds, minutes or hours later….the file pops into your computer. The song can then be played through computer speakers, transferred to an audio CD with a CD-R drive or – with the new digital audio receivers that soon will be on the market – played through a home stereo system.  It can also be left in the shared-music folder so other Napster users can copy it from you.”

Napster (New York Times, 11/1/2000) agreed in late 2000 to a plan to change course and charge a fee for its service, distributing part of the fee as royalties to record companies.  As such, the recording industry has been successful at curtailing Napster – forcing it to seek licensing agreements and  to charge customers in order to pay those royalties to recording companies.  But other sites are not as easy to control as Napster.  Unlike Napster, Gnutella bypasses a server completely and is designed to allow individuals to send and receive all kinds of files without going through a central computer. Music, movies, TV shows, pictures, novels, software – anything that can be digitized can now be stored and shared with other computers without going through a giant portal or central file server. The New York Times: “Viewed one way, Gnutella is a hammer that can break censorship on a global level because once a file is in circulation, the only ways to contain it are to shut down the Internet or to confiscate individual PCs.  In other words, it would be nearly impossible. Viewed another way, Gnutella and its siblings can also break copyrights and business models and law enforcement in the digital realm.  The commercial software industry, which says $12 billion was lost to software pirates last year, has nightmares over the potential losses from programs such as Gnutella, Hotline (www.bigredh.com), JungleMonkey (www.junglemonkey.net) and Freenet (freenet.sourceforge.net).  There is no pressure point or server system that can stop the hemorrhaging, as the recording industry is trying to do with its suit against Napster.”

In  November, 2000, Napster reached an agreement with giant media conglomerate Bertelsmann. Under the deal, Bertelsmann will provide money to Napster to devise a way to charge a fee for its service, part of which will be turned over to the recording companies as royalties. 

Some recording artists have opposed Napster.  The Wall Street Journal:  “Heavy metal band Metallica and hip-hop artist Dr. Dre even joined the litigation against the company. Fat Mike, lead singer of the popular band NOFX, says one group on a record label he managers had a CD go out on Napster three months before it was released. ‘It had tends of thousands of downloads…It definitely affected sales greatly,’ he says. ‘I’m superhappy they were shut down.”

USA Today notes (11/1/2000) that all five major record labels are officially in the struggling business of digital downloads, selling new music to consumers via the net.  The labels’ offerings are expensive, however, starting at about $2 for many singles and up to $16 for albums.  And most observers have argued that the industry-based downloads are slow and cumbersome; there is no uniform access system for all of these company sites.   Jefferson Graham, writing in USA Today (11/1/2000) says of the major record company sites: “I know my way around a computer and 80% of the time I was lost.  The record companies have been uniformly vocal in their objections to Net piracy, but they couldn’t get together long enough to decide on a common, compatible way to offer their music to consumers – one that the average person could navigate through.  Two system freezes. Conflicted files. Four reboots. A frustrating experience, and one that highlights the simplicity of the less legitimate Net alternatives.”

The major companies acknowledge that Internet “file sharing” will always exist.  A Warner Records spokesperson says, “We’re never going to eradicate piracy. We justh ope that with legitimate alternatives, it will be at a smaller level.” (USA Today, 11/1/2000)

(b)More choices all the time. Not going to be constrained as much by other peoples’ schedules. Internet access is all the time. Your access to movies today is primarily limited by: time they are on TV, time they are shown at the theater, or the hours the video store is open.   If you suddenly decide at 3 a.m. to watch a movie -- well, good luck. Limited options on choice. With Internet sophistication: movies anytime you want.

(c) Tailor made to your interests.  You can personalize your viewing interests. You can create menus to meet your interests.

(d) De emphasis on middle person. Music artists can market directly to you. Movies: film makers to you, rather than relying just on distributors.  Unknown musicians are able to bypass the distribution chokehold of the recording industry in their efforts to reach the public. The New York Times (7/29/2000) reports that the Internet’s “emerging role as an equal-opportunity jukebox is providing new ways to make a modest income from a relatively small base of fans.”

Tradeoffs. You need to be concerned about being a smart user.

Privacy. In this new digital world, your media use will be open to scrutiny by others.

(a) perhaps benign aspects of this. Advertisers will monitor you uses, so that they can better advertise to you. If you watch Animal Planet a lot, advertisers will know to market animal-related products to you (such as dog food or cat food, or pet toys). Efficient for advertisers, handy for you. 
But: note that this means that advertisers have a profile of you. Your likes and dislikes are known to advertisers and potential advertisers. Can be sold, traded.

(b) When you buy things on line -- you suddenly have disclosed a lot of credit related information about yourself. How much money you have, where you have it, and so on. Debts. Including failure to make a credit card payment, or a house payment. Repossession of a car. Accessible to many people.

(c)Even less benign aspects of this. Imagine you want to buy pornography. Can go to a store and buy it, and if you use cash, there’s no record that you yourself were even there. But if you download it from the web, and we have a record for a very long time. If you go to a video rental place and rent a pornographic movie, the records of your use are at that store. But download it, the record is not physically contained. 
All of this could come back to haunt you. When Clarence Thomas was facing confirmation by the US Senate in his nomination for Supreme Court Justice, there was some talk (never carried through) of looking at records of his video rentals. If those had been easily available on line -- they may well have been publicized.

(d) potential employers could find out a lot more about you.

(e) How do others gather information about you? How can this threat to personal privacy exist?

First: Cookies. A cookie is a tiny file that can collect data about a web user. When a user connects his or her computer to a Web-site server through the Internet, the Web-site server sends a small data file (cookie); the user’s computer saves it on the hard drive.


As the user and the web site communicate, some data are stored in the cookie. When the user disconnects the cookie remains in the computer. Other data about the user’s Internet use may be automatically stored in the cookie later. The next time the user connects to that web site, the site reads the cookie for information on the user. Cookies are designed to help the web site operator provide better service to those who use their sites by making the site more easily accessible. But they can and do gather considerable personal information about the web users, and most web site operators don’t disclose their use of this data gathering device.


In 1997, the FTC warned business about the need to protect web users privacy. A year later, in 1998. FTC surveyed 1400 web sites and found that 92 per cent collected personal data from users; only 14 per cent disclosed how the data were used. Further crackdown in early 2000 by the FTC, but it appears that companies are still actively gathering a good deal of information about people.

 Second: It’s easy to retrieve files. Even if you have erased files, they can be retrieved. "Recovering files that were deleted from a computer directory is a trivial process," says one expert. You may delete a file, but until it is overwritten in the hard drive, it remains there.

Third, Email messages pass through several exchange points on their way to recipients. It is possible to copy, re route or tamper with the message at any one of these points.


WSJ article (2/4/00): Two dozen employees at the New York Times Co’s business office were fired for sending email that violated company standards. About a month before the firings, an employee sent a letter on company stationery in an effort to get unemployment benefits for a friend. The letter was improperly addressed and bounced back to the Times office -- and set of an investigation in to the employee’s computer files. In the course of their inquiry, managers found a number of potentially offensive emails, some of which had been sent by or forwarded to other employees in the office. This led to a wider investigation, and to the firings. The offending messages all included sexual images and jokes that would not be tolerated in the workplace.  
Employees say: the material was more sophomoric than pornographic. Stunned that the company didn’t reprimand them in some way, rater than firing them.

Solutions? Look for sites that  (i)Tell you if they are observing you rather than surreptitiously observed  (ii) that list their privacy rules on the site   (iii) that promise that they won’t share information about you with others.

Digital Divide. Who’s benefiting? Who’s not?

Some evidence -- actually a lot of evidence -- that two groups emerging -- those with Internet and New Media skills and those without. Those without tend to be 1. Racial minorities -- particularly African Americans and Hispanics 2.  Rural rather than urban  3. Lower classes in general There are lots of reasons for the growing digital divide -- including access costs, a sense of exclusion, and so on. Could be a real problem for a society in years ahead. Large underclass -- social instability (which could include crime

Some improvements in this area in recent years, with a major increases both for Hispanics and African Americans.  New York Times (6/7/2000) reports that African Americans are the fastest growing group online.  The NYTimes (4/6/2000) also reports that the rate at which Hispanics are buying computers far outstrips that of the general population.

Free speech. 
There’s an old saying that freedom of the press belongs to the person who owns a newspaper. But the Internet has meant that more and more people have access to distribution channels than before; you don’t have to have the wealth required to own a newspaper (or TV station, magazine, etc.) in order to distribute your ideas widely these days. As more people come on line, more have the ability to address the world.


Much of this is good. But this also has a down side. Traditional media tended to be good gate keepers for the larger society. We don’t have them serving that function as much any more. (Some of this is good, as more can be involved in social debates; more speech is generally better than less speech). But we will also see more hate speech (which has been traditionally excluded by gatekeepers), and this will invariably test our dedication to free speech and press.


Before the Internet, hate groups (such as Neo Nazis) didn’t have as efficient and fast a way to spread their message widely. But now it is next to impossible to monitor the net. 

One example: a February 1999 case. Planned Parenthood and other similar groups recently won a $108m lawsuit against several anti abortion organizations whose tactics they said incited violence. 
Used one particular site, the Nuremberg Files, to illustrate their point. The aim of its site, its creators say, was to collect info on those who actively support abortion rights so that they might be tried for crimes against humanity when abortion is made illegal once again. 
The first page of the Nuremberg Files tells visitors to "envision abortionists on trial." It also lists information about abortion doctors across the country and offers a regard for people who send them more information about abortion provides. The names of doctors appear as a hypertext link; then to a page with the doctor’s picture, Social Security number, driver’s license number and names of the doctor’s accomplices: friends, spouse and then names and dates of birth of their children. The site asks for info about the doctors, offers a cash reward for info about specific doctors the stie is targeting. Any info received will be posted -- from license plate numbers to home addresses. 
When a doctor is injured, his or her name appears in a light gray text. When a doctor is killed, his or her name is crossed out -- like an item on a grocery list. A line runs through the names of those like Dr. Barett Slepian, who have been killed. He was a general practice physician who did some abortions and was killed by a sniper -- when he (Slepian) was in side his own home. Slepian’s name is especially disturbing to many, given the fact his name was crossed out before his death became public knowledge.


Opponents of the site say all of this, plus other info, is inciting people to violence against abortion providers. There has been violence against abortion providers and abortion clinics: 39 acid bombings and 7 murders. Political speech? deserving protection?

Libraries -- facing lots of efforts to install filters. So we will see challenges to our traditional notions of free speech and press -- as traditional gatekeepers are replaced with a system in which anyone who wishes to speak may publish widely.

_______________________________________________

II.   Media Reality, Reality

The key theme in this course has been Media Reality v. Reality. Our goal has been to learn, first, how and why media distort reality -- and then learn to differentiate. This has not been a message that the media are bad. I think it's fine to enjoy the media -- as there is much to enjoy. The media provide often exciting entertainment (high drama, action, special effects), that's interesting and for many of us, quite relaxing to view (read, etc.). 

It's important to get a sense of this Media Reality -- Media World -- and who lives there and how they behave. It's a world where most people are young, thin, beautiful and living in beautiful homes or apartments. Most people in the Media World never have to work; when they are at work they usually are talking about things they do outside of work. Their problems, if they have any, are usually ones that can be resolved fairly easily (within 30 minutes or an hour of TV time); other problems (such as insecurity, lck of friends) can often be solved by the purchase of a product (such as a mouthwash, a certain kind of soap or a beer, new car, new clothes, etc.). Poverty is seldom seen. 

We can't live in Media World. It's not real. Media World is a pretty nice place. It's fun to watch it but it's important to remember that it's not real. You cannot live there. It's make believe. For those of us who are fairly heavy users of media products, it's crucial to remember this.

Media influence. Media influence how we see the world. There is substantial evidence that heavy users are more influenced by light users. Gerbner's discussion of the mean world syndrome clearly shows that people who watch a lot of violence come to think the world is a far more violent place than it is. 


But you don't have to be a heavy viewer, I'd contend, to start to confuse Media Reality with Reality. I've found that students who have never watched a show such as Ally McBeal still have some knowledge of it; shows such as that resonate in the larger culture. 


Media don't cause all of our cultural beliefs or common sense notions, but they certainly help reinforce them. Such as the notion that beauty means to be thin. (The result is that we have young girls in the 3rd or 4th grade dieting, with eating behaviors as a common problem for up to 10 per cent of young people). Media also reinforce racist assumptions about others, notably that Asian Americans are inscrutable, that African American men are criminals.

Why is Media Reality different from Reality? It's easy to blame the media for all of this. Politicians and various kinds of moral reformers (across the political/social/cultural spectrum) blame the media for doing a bad job, contending that they are biased. Important to get a larger sense of how media operate -- and therefore why media almost invariably distort reality.

External influences. There are many people who are tireless (and apparently with unlimited funds) who work to influence media. Politicians work very hard to manage and shape the news, making it difficult for the media to present an unvarnished story of what's going on. Across the political spectrum this is true; this is not a criticism of any one political party. George W. Bush works just as hard as Al Gore -- and as do their campaigns -- to influence the news about them. Through media events, leaks, spin; they rely on a large and sophisticated group of people who try to make sure they always look good in the news. 


And it's not just politicians. As we've discussed, there are others -- advertisers, public relations agents and others -- who work to get their messages into the news. These people are not all bad. But it's crucial to see that they have a vested interest in the way things appear in the media. 
We have large numbers of situation comedies on television today because advertisers like those sorts of shows. They see them as ideal vehicles for connecting audiences with their products.

Internal influences. Media are private businesses, with a desire for market share, emphasis on ratings. Least Offensive Programming, big blockbuster shows (such as Who wants to be a millionaire? Or marry one…) 
In news, routines do much to shape content (particularly notions of objectivity and reliance on sources).


Mass media really operate today within fairly substantial economic constraints.I would argue that it's questionable whether a system such as this can do a good job in terms of the larger society.

Let's look at TV, in particular.

1. Age. Television ignores people over the age of 40. Nearly have the population doesn't exist on TV in any particular numbers.

2. Race. Entertainment television is overwhelmingly white, thus appealing to the perceived comfort zones of the majority. More than 20 per cent of the country is left out.

3. Gender. Men are more likely than women, particularly in entertainment shows, to have meaningful jobs, to be smart and to be respected.

It's hard to see that this serves democracy well -- particularly when many people are essentially excluded from representation. 

Is this a problem?


About 40 years ago, the chairman of the Federal Communications Commission, Newton Minnow, argued that television is one of the most powerful voices in all of America, but that it was not serving people very well. Heavy escapism, coupled with an endless supply of commercials ("many screaming, cajoling and offending") meant that TV provided a distorted view of reality to the American people. Minnow did not contend that TV had to be boring or intellectualized, but he said it could be far more balanced that it was. He argued that the constant pursuit of the highest ratings did not serve the nation.


Around the same time, a pioneer broadcast news figure, Edward R. Murrow, also exhorted television programmers to do a better job. He said he didn't want to turn television into some sort of boring forum for "long haired intellectuals" but, he said he was "frightened" at the imbalance of television's pursuit of profit (no matter what) rather than quality. "This instrument can teach, it can illuminate, yes, and it can even inspire, but it can do only to the extent that humans are determined to use it to those ends. Otherwise, it is merely wires and lights in a box."

 So What should we do? The goal of this course was to help you become a critical media consumer. What one writer years ago called the "citizen of the world." You need to read, listen, view with sophistication. Ask yourself: Who could benefit from this? Are there other sources? What has been left out? Who's missing? Is this realistic?

It's OK to enjoy the mass media and to enjoy media reality, as long as you know it's not really media reality.  I have both pessimism and optimism about the mass media. Pessimism: media impact is high but quality is often low. Media are very good at a narrow sort of entertainment, profit obsessed but not quality obsessed. Optimism: people are a lot smarter than programmers realize, and can analyze what they see, read and hear. The fragmentation of audiences means that the economic threshold for quality is lower than ever before.

Wm. O. Douglas, a long time member of the Supreme Court, once argued that a democracy could flourish if it had vigorous and analytical citizens. That's been our goal 

 ______________________________________________-

Make your voice/views heard. 

Newspapers

1. The Stranger (http://www.thestranger.com). 1535 -- 11th Avenue, 3rd floor. Seattle,Wa. 98122. 206-323-7101 Email: postmaster@thestranger.com
2. Seattle Times. (http://www.seattletimes.com). 
Letters and email must include full name, address, telephone number. 
Letters editor, The Times, P.O. Box 70, Seattle, Wa. 98111. 
Fax: 206-382-6760. E-mail: opinion@seatimes.com 
The paper's web page also lists e-mail addresses for all staff members so that you can write to a reporter if you want to comment on an individual story.

3. Seattle Post-Intelligencer (http:www.postintelligencer.com) Mailing address: P.O. Box 1909, Seattle WA 98111-1909. The main phone number is 206-448-8000. Primary e-mail addresses: Letters to the Editor: editpage@seattle-pi.com Letters to the Sports Editor: sports@seattle-pi.com Webmaster: webmaster@seattle-pi.com 

Television

1. KOMO-TV (ABC) (http://www.komotv.com) 100-4th Avenue North., Seattle,WA. 98109 206-443-4000. Dick Warsinske, senior vice president, , General Manager 206-443-4061; Fax 206-443-8120; E-mail: DickW@komotv.com Sandy Montgomery, vice president/director, station marketing and broadcast operations. 206-443-4031. E-mail sandym@komotv.com 

2. KIRO-TV (CBS) (http://www.seattleinsider.com/partners/kirotv/) 2807-- 3rd Avenue, Seattle, WA. 98121 206-728-7777E-mail: programming@kirotv.com.

 3. KING-TV (NBC) (http://www.king5.com) 333 Dexter Avenue North Seattle, Wa. 98109 206-448-5555 E-mail address (comments & info): news@king5.com
E-mail address (news tips): newstips@king5.com
E-mail address (programming): kingtv@king5.com
 4. KCTS-TV (PBS) (http://www.kcts.org) 401 Mercer, Seattle,WA. 98109 206-728-6463. E-mail: viewer@kcts.org
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